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The Secretary of the Navy (SECNAV) Ray Mabus directed the Navy and Marine Corps to 

conduct a comprehensive review of policies and regulations within the Department of the Navy 

(DoN) as a result of the tragic shooting on Sept. 16, 2013 at the Washington Navy Yard.  The list 

below includes actions completed within the Department as of March 14, 2014. 

COMPLETED TASKS 

1.  Conducted an “Installation Security Quick Look” assessment of current physical security and 

access control measures at U.S. Navy and Marine Corps owned and operated installations. 

Completion date Sept. 27, 2013 

2.  Conducted “Rapid Reviews” of the security clearance process within the DoN and reported 

their findings to the SECNAV.  Completion date Oct. 11, 2013 

3.  U.S. Fleet Forces Command and U.S. Marine Corps Forces Command conducted a thorough 

"Base, Station and Installation Physical Security” assessment.  Completion date Oct. 31, 2013 

4.  Updated SECNAV Instruction 5510.30B (DoN Personal Security  Program Instruction) and 

SECNAV M-5510.30 (DoN Personal Security  Program Manual) requiring Command Security 

Manger responsibilities assigned to an individual who has unfettered access to the unit’s leader, 

whether military or civilian, and who has command-wide insight into all personnel-related 

events.  Completion date Nov. 6, 2013 

5.  SECNAV directed an official investigation into the Sept. 16, 2013 shooting incident at the 

Washington Navy Yard.  Completion date Nov. 8, 2013 

6.  Conducted a review of all existing commercial item contracts to determine if they involve 

access to classified information, and if so, modify the contracts to add Federal Acquisitions 

Regulations (FAR) 52.204-2 and any other applicable security requirements. Completion date 

Nov. 18, 2013 

7.  SECNAV issued ALNAV 079/13 directing a mandatory DoN personnel security review of 

locally held records of all military and civilian personnel assigned to their unit/activity who are 

either "eligible" for access or "accessed" to classified information.  Issued date Nov. 19, 2013 

8.  Directed units to conduct self-assessments to ensure unit compliance of SECNAV instructions 

pertaining to security manager training, reporting of adverse information, performance 

evaluations, and follow up of Department of Defense Central Adjudication Facility (DoDCAF) 

letters of concern.  Issued date Nov. 19, 2013 

9.  CNO Personal For (P4) issued to commanding officers ordering unit level self-assessments of 

compliance with the requirements of SECNAV M-5510.30, which includes security manager 

training, reporting of adverse information, performance evaluations, and follow-up with 

DoDCAF letters of concern.  Completion date Dec. 6, 2013 
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10.  Coordinated a recommendation with Under Secretary of Defense for Intelligence (USD(I)) 

for the SECNAV to send, via OSD, to the Director of National Intelligence, as the Federal 

Security Executive Agency, with suggestions for improvements to the federal standards and 

policy regarding inactivation of clearances upon departure from government service.  

Completion date Jan. 13, 2014 

11.  Every Commander, Commanding Officer or Senior Civilian Leader within DoN reviewed 

locally held records of all military and civilian personnel assigned to their unit/activity who are 

either “eligible” for access or “accessed” to classified information. Completion date Jan. 24, 

2014 

 


