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AMENDMENT TO H.R. 2701, AS REPORTED
OFFERED BY MR. PATRICK MURPHY OF

PENNSYLVANIA

At the end of subtitle A of title V, add the following

new section:

1 SEC. 505. CYBERSECURITY TASK FORCE.
2 (a) ESTABLISHMENT.—There is established a cyber-

3 security task force (in this section referred to as the “Task

4 Force”).

5 (b) MEMBERSHIP.—

6 (1) In GENERAL.—The Task Force shall eon-
1 sist of the following members:

8 (A) One member appointed by the Attor-
9 ney General.
10 . (B) One member appointed by the Director
11 of the National Security Agency.
12 (C) One member appointed by the Director
13 of National Intelligence.
14 | (D) One member appointed by the White
15 House Cybersecurity Coordinator.
16 (E) One member appointed by the head of
17 any other agency or department that is des-
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ignated by the Attorney General to appoint a

member to the Task Force.

(2) CHAIR.—The member of the Task Force
appointed pursuant to paragraph (1)(A) shall serve
as the Chair of the Task Foree.

(¢) STunpY.—The Task Force shall conduet a study

of existing tools and provisions of law used by the intel-
ligenee community and law enforcement agencies to pro-

tect the cybersecurity of the United States.

(d) REPORT.—

(1) INITIAL.—Not later than one year after the
date of the enactment of this Act, the Task Force
shall submit to Congress a report containing guide-
lines or legislative recommendations to improve the
capabilities of the intelligence community and law
enforcement agencies to protect the cybersecurity of
the United States. Such report shall include guide-
lines or legislative recommendations on—

(A) improving the ability of the intelligence
community to detect hostile actions and at-
tribute attacks to specific parties;

(B) the need for data retention require-
ments to assist the intelligence community and

law enforcement agencies;
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(C) improving the ability of the intelligence
community to anticipate nontraditional targets
of foreign intelligence services; and
(D) the adequacy of existing eriminal stat-
utes to successfully deter cyber attacks, includ-
ing statutes criminalizing the facilitation of
criminal acts, the scope of laws for which a
cyber crime constitutes a predicate offense,
trespassing statutes, data breach notification
requirements, and victim restitution statutes.
(2) SUBSEQUENT.—Not later than one year
after the date on which the imitial report is sub-
mitted under paragraph (1), and annually thereafter
for two years, the Task Force shall submit to Con-
gress an update of the report required under para-
graph (1).

(e) TERMINATION.—The Task Force shall terminate

18 on the date that is 60 days after the date on which the

19 last update of a report required under subsection (d)(2)

20 is submitted.
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